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Delivery Point Validation Product (DPV)

The United States Postal Service (USPS) has developed a new technology product that will help mailers validate the accuracy of their address information, right down to the physical delivery point.  Mailers will be able to identify individual addresses within a mailing list that are potentially undeliverable-as-addressed due to an addressing deficiency.  Through a network of licensed service providers, the mailer can also obtain unique address attributes such as, “Is the delivery address a residential or business location?” or “Is the delivery address currently vacant?”   This new technology is called the Delivery Point Validation (DPV) Product and is made available under license from the USPS.

Second Generation Delivery Sequence File – Licensed Service (DSF2)

With the implementation of the new DPV Product, the USPS has elected to transition from the use of the existing Delivery Sequence File (DSF) data to the new DPV Product.   Where DSF is currently licensed to a network of commercial firms (DSF Licensees) that provide address list processing services for the mailing community, the USPS will be substituting the existing DSF data with the new DPV Product with additional data sets to fully replicate the current DSF services.  To help distinguish the services available under the original DSF License Agreement from the new services based upon the DPV Product, the USPS will refer to the new service as Second Generation Delivery Sequence File – Licensed Service or by its service mark DSF2.

Why The Change?

Currently, mailers can process their address records using commercial address-matching software products that standardize the address records and assign postal codes, including ZIP Codes, ZIP + 4 Codes, and carrier route codes utilizing data provided by the USPS.  However, the current address-matching software products are unable to validate addresses at the specific delivery-point level; they can only confirm whether an address falls within the low-to-high address range encoded for the named street.  By incorporating DPV into the matching process, mailers will be able to determine whether the actual address exists, all the way down to the apartment or suite information.  DPV will allow mailers to validate that the address information they have is an address served by the USPS.  Using DPV will reduce undeliverable-as-addressed mail volume that results from inaccurate addresses, saving postage costs for mailers while reducing processing and delivery costs for the USPS.

The USPS is restricted under Title 39, United States Code, Section 412 from providing mailers a complete listing of address information, specifically:

(a) 
Except as specifically provided by subsection (b) or other law, no officer or employee of the Postal Service shall make available to the public by any means or for any purpose any mailing or other list of names or addresses (past or present) of postal patrons or other persons. 

Since DSF data is “clear-text” data, meaning that a user can physically read the data, e.g., “123 Main St and 125 Main St”, etc., the data constitutes a list of addresses.  To comply with the language in Section 412, the USPS has restricted the release of our DSF data to a limited number of licensees.  The Licensees to whom the USPS provides DSF data are closely monitored to ensure they comply with the licensing requirements and are using the DSF data in only the prescribed manner, keeping the USPS in compliance with Section 412 restrictions.  

Because of the strict requirements associated with access to DSF, the use of DSF is not widespread within the mailing industry.  Mailers are often unwilling or unable to send address files to DSF Licensees.  As a result, mailers continue to create mail with deficient addresses that result in additional processing and handling costs for the USPS.  This is why the USPS developed the DPV Product; it enables the USPS to securely release address information in a format that is not clear-text and so does not constitute an address list.  As a result, mailers can integrate the DPV Product directly into their own in-house computer technology and have the ability to validate address-specific information in the normal course of their business operations.

Improving the quality of mailer address information benefits both the mailer and the USPS.  A mailer benefits by managing correct address information for the customer, reducing mailing costs and other business costs associated with handling of inaccurate address information.   The USPS benefits from reduced volumes of undeliverable-as-addressed mail, resulting in lower processing and handling costs.  This win-win result for the customer and the USPS is the reason the USPS is making the change from DSF to DPV.

How is the DPV Product Different from DSF Data?

Although DPV can validate the accuracy of an existing address, it cannot be used to create address lists.  The DPV Product is a secure dataset of the 145+ million USPS-delivered addresses; it does not contain addresses that are not delivered by the USPS.  Instead of the clear-text data format found in the DSF data, DPV data is in a binary data format that is unintelligible to the reader. There is no text data embedded in the DPV data.  Only by presenting an address and processing it using the specific logic defined by the USPS can the user obtain any useful information.  The information returned from a DPV inquiry is limited to a “YES/NO” interpretation.  This is why DPV is not an address list; it cannot by itself be used to produce a listing of addresses.

How Will The DPV Product and the DSF2 Licensed Service be Made Available?

There are two configurations of the DPV Product, the Basic DPV Product and the Second-Generation Delivery Sequence File – Licensed Service (DSF2).  The Basic DPV Product is limited to identifying whether an address is considered to be a deliverable address and whether an address is identified as a Commercial Mail Receiving Agent or CMRA.   Basic DPV Product data allows a user to identify the elements required to produce a quality address, such as “Is this a valid apartment number?” or, “Is this address a CMRA location that requires a PMB component?”  The Basic DPV Product is intended for licensing to and distribution by developers of commercial address-matching system products.  These developers will repackage the Basic DPV Product with their software products and make distribution directly to their end users.

DSF2 Licensed Service contains the same data found in the Basic DPV Product along with additional address-attribute data.  Address-attribute data are additional intelligence flags not directly related to the address format or content: instead they tell the mailer something more about an address.  An example of address-attribute data would be, “Is this address vacant?” or, “Is this address a residential or business delivery address?” or, “Is this address delivered by a curb-side mailbox or by a door-slot?”  The address-attribute data provides the mailer with knowledge about the address, above and beyond what is necessary to accurately format the address.  Address-attribute data allows mailers to produce more targeted mailings.  An example might be a mailer who wants to send out a sample box of laundry soap – this mailer may only want to mail to residential addresses that do not have a door-slot mailbox since the soapbox wouldn’t fit through a standard door slot.

Because the DSF2 Licensed Service contains highly sensitive USPS-proprietary intellectual property, USPS will provide access to this level of data only through licensed service providers.  Using a network of licensed service providers allows the USPS to more effectively protect the value of this intellectual property.

The DSF2 Licensed Service providers will provide the USPS with, at no cost to the USPS, 1) marketing efforts, 2) education services, 3) processing services, and 4) security.  Data provided by the DSF2 Licensed Service requires a more careful analysis and interpretation to maximize its value.  This is where the licensed service provider greatly aids the mailer in understanding how best to use the information provided.  For example, if an address is identified as a “seasonal delivery”, the mailer may not understand what this means or how best to capitalize upon this information.  The DSF2 Licensed Service provider can provide assistance to the mailer, explaining the meaning and also providing value-added services such as demographic analysis suggesting that mailing to all of the PO Box addresses in Aspen, Colorado during winter is worthwhile while mailing the same PO Box addresses in summer may be less worthwhile. 

Why is the USPS Requiring a License to Obtain DPV Product?

The USPS has elected to provide the DPV Product through a limited license due to a need to ensure that the use of this USPS proprietary intellectual property is limited to its intended purpose.  Although the DPV Product in its design is secure and can’t be used to create mailing lists, a user could artificially generate addresses and use the DPV Product to determine if the generated address is valid.  To protect the security of the address information, in compliance with Title 39 restrictions, the USPS has a need to impose conditions upon the use of the DPV Product.  The DPV Product licensing approach provides the USPS with an enforcement mechanism having the flexibility needed to release the DPV Product while enabling the USPS to retain control over how the product is used.

As the USPS has successfully deployed the FASTforward® technology under a licensing arrangement, the USPS has chosen to use the same licensing model for releasing the DPV Product and the DSF2 Licensed Service. The FASTforward model has worked extremely well for the USPS, providing the USPS with both the administrative control mechanisms that it needs along with freedom to accommodate changes as they become necessary. 

Program Benefits

The program strategy for providing the DPV Product and the DSF2 Licensed Service is beneficial to the USPS, licensed service providers, and the mailing industry.  By implementing the program under a two-phase model the USPS is able to provide solutions that fit the needs of all.

Mailers opting to use the Basic DPV Product in conjunction with their commercial address-matching software will be able to implement address validation technology in their daily business processes without having to reengineer their entire business process.

More sophisticated mailers who seek additional address information can avail themselves of services provided through DSF2 Licensed Service providers.  These same DSF2 Licensed Service providers are provided access to sensitive address data in a more convenient and secure format, eliminating much of the administrative oversight from the USPS required under the DSF format.  The USPS benefits from wider distribution and use of the DPV Product to improve address quality and reduce undeliverable-as-addressed mail.  Taken together, the two new DPV Products opens up new opportunities for mailers to use the mail as the most effective communication medium at the lowest-possible cost for both the mailer and the United States Postal Service.

CERTIFICATION PROCEDURES

The following material describes the necessary steps of the certification process to qualify for a license to the Delivery Point Validation (DPV) Product. All of the necessary information and documents to complete all steps of the certification process are included. This allows each potential Licensee to develop a complete understanding of the certification process and provides the opportunity for potential Licensees to work on all steps simultaneously if desired. However, please be advised that steps are sequential, each step must be submitted in its proper sequence. The submission of all steps simultaneously is prohibited. It is strongly recommended that potential Licensees acquire the Step 1 approval before expending resources on subsequent requirements.

All submissions should be made to the following address:

DPV PRODUCT DEPARTMENT

NATIONAL CUSTOMER SUPPORT CENTER

UNITED STATES POSTAL SERVICE

6060 PRIMACY PKWY STE 201

MEMPHIS TN 38188-0001

Step 1.
Application and Self-Certification Statement Approval

The following, more detailed, documentation must be completed, submitted and approved by the USPS:

· Application

· Self-Certification Statement

· Confidentiality Statement 

· Key Personnel Listing

· Equipment/Software Product Information

Upon receipt of the official written approval from the USPS of successful completion of Step 1, applicants will receive the Interface Developer Guide and Stage I files and may progress to Step 2.  

Step 2.
Stage I Interface Development

A Stage I File will be issued along with an Interface Developer Guide (IDG) to prospective Licensee’s to facilitate their interface development.  Sample code is available on CD to assist in writing the interface.  The interface must adhere to the requirements set forth in the Licensee Performance Requirements.  

Step 3.  DPV Testing & Certification

A written request must be submitted to the USPS indicating that the organization is ready to perform a DPV/CASS certification test. The USPS will contact the organization to send a test file. (While DPV testing will usually occur remotely, USPS reserves the right to perform testing on‑site.)

The following items are tested in Step 3:

· Ability to process test files and ZIP+4 code according to the CASS standard

· Ability to validate addresses per DPV requirements

· Ability to identify the “Stop DPV processing” address (Seed)

· Ability to produce output file with appended flags 

· Ability to incorporate security of the product for End User

· Understanding of administrative requirements which includes processing the certification test and submitting the proper paper work

Step 4. Execution of License 

Upon successful completion of Step 3, an approval letter and a DPV License Agreement will be sent to the organization. The DPV License Agreement must be signed by an officer who possesses the necessary legal authority to sign on behalf of the company, firm, or organization. The signed, original agreement must then be returned to the USPS along with the applicable payment in accordance with the License Agreement.   Once the signed license is received it will be forwarded to the USPS Purchasing Service Center for signature. At that time, a copy of the signed License Agreement and a CD‑ROM containing the live DPV datasets will be sent to the new DPV Licensee via Express Mail. 

Certification Procedure

Acceptable Uses and Licensee Prerequisites

This section is intended to clarify allowable uses of a DPV Certified Interface. As stated in Section 1.1 of the DPV Licensee Performance Requirements, the purpose “..is to enhance the processing and delivery of mail and provide mutual cost reduction opportunities through improved efficiency by ensuring that USPS customers have access to the following address list services:

· Acceptable standardization and address matching services

· Detection of Undeliverable Addresses (excluding Change of Address)

· Delivery point validation information for existing addresses in the mailer’s file

Acceptable Uses:

· Service bureau based address hygiene 

· Validate the delivery address in mailing lists

· Provide address attributes (i.e. CMRA)

· In conjunction with CASS-certified address matching software; provide a standardized address, 5-digit ZIP Code, the ZIP+4 Code add-on, the 2 digit Delivery Point Barcode, and ZIP+4 attribute information

Prerequisites of Obtaining a DPV Product License 

· Potential Licensees must demonstrate ability to write USPS CASS-certified software

· Potential Licensees must be in the business of software development, specifically address matching software

· Potential Licensees must demonstrate financial solvency

· Potential Licensees must publicly offer integrated DPV Product to external customers

Non-Disclosure of Address Information:

The DPV Product processing requires the potential Licensee to have access to address information (i.e. addresses and return addresses) that appear on mailpieces.  To ensure the confidentiality of this address information, except as permitted, no supplier or subcontractor, and no employee or former employee of any supplier or subcontractor may, at any time, during or after the period of this License, disclose to any third party any address information obtained in the performance of this License.  This License does not give the supplier proprietary interest in address information, and the supplier’s right to have, use, and disclose address information is restricted by the License.  The Licensee agrees to control and restrict access to address information to persons who need it to perform work under this License and prohibit the unauthorized reproduction of this information.

This document does not negate or supersede existing requirements as defined in the DPV License Agreement.

DPV Product integration providers must ensure that when requested to provide said licensed product, the acceptable uses listed above are clearly understood by potential customers.

Certification Procedures

System Design and Implementation Suggestions

Pre-Development Considerations

The implementation and utilization of DPV to validate address data either for internal or client processing is a big step in any organization. The following information should be considered in developing the implementation plan:

· Design the interface system with appropriate hardware that will meet your business needs with regards to processing speeds, connectivity to other platforms or data streams and operational controls. 


· Determine the impact, if any, this system may have with existing processing.

· Provide a copy of the License Agreement to your legal department for review.  Per the License Agreement: “This Agreement may not be altered, amended, or modified except by a written instrument signed by authorized representatives of USPS and Licensee.”


· In processing any address list data, regardless of origin, it is a good idea that the base file contain flags/fields that provide the necessary information on origin of the address and when the record was updated. In conjunction with other processes, circumstances may occur in which automated updating of certain base records may need to be prohibited and/or diverted to a different process. The utilization of these flags/fields or other fields will facilitate in the systemic decision making. 


· Understand all of the components of the DPV datasets, including the different questions about addresses to insure the base file, is being updated properly. The publications below are recommended for reference material and are included in the Publications section of this document:

“Postal Addressing Standards” (Publication 28)

“Address Information System Products Technical Guide”

· It is recommended that a gradual implementation plan be utilized to ensure the system is performing as designed.   

DPV Certification Package
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